### ADMINISTRATIVE ACCESS REQUEST - STUDENT DATA

**Banner/OnBase/Toad**

<table>
<thead>
<tr>
<th>Full name</th>
<th>University email address</th>
<th>UA ID number</th>
<th>Phone number</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Campus</th>
<th>Department</th>
<th>Position/title</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**REQUIRED TRAINING:** All users requesting access to student information must complete FERPA training under Employee Services in UAOnline or at [https://ferpa.community.uaf.edu](https://ferpa.community.uaf.edu)

Submit a copy of your FERPA certificate with this form. FERPA certificates are valid for one year from completion date.

I am requesting:
- [ ] New access
- [ ] Additional access
- [ ] Termination of access

I am a:
- [ ] Staff member
- [ ] Faculty member
- [ ] Student employee
- [ ] Volunteer
- [ ] Affiliate/Contractor

My job duties include:
- Viewing student data
  - [ ] Using Banner to access student schedules, grades, course history, GPA and admissions information
  - [ ] Using OnBase to view general academic department information
  - [ ] Reviewing graduate program admissions files
- Creating student lists or reports
  - [ ] Printing class rosters, schedules, enrollment, major and minor reports
  - [ ] Selecting populations of students meeting specific criteria in order to create email lists, mailing labels and other reports
  - [ ] Using Toad to run and/or create reports with student data
- Advising students
  - [ ] Accessing advisor information in UAOnline including DegreeWorks
  - [ ] Setting registration pins
  - [ ] Creating unofficial transcripts for advising purposes
  - [ ] Adding advisors to student records

My job duties require additional access:

- [ ]
- [ ]
- [ ]

**Departmental Approval**

<table>
<thead>
<tr>
<th>Dept. Approver’s name</th>
<th>Signature</th>
<th>Date</th>
<th>Email</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**SUBMIT COMPLETED FORM AND DIRECT ANY QUESTIONS TO:** uaf-registrar@alaska.edu
Statement of User Responsibilities and Rules of Conduct

All University employees and authorized system users are responsible for the security and confidentiality of university data, records, and reports. Individuals who have access to confidential data are responsible for maintaining the security and confidentiality of such data as a condition of their employment. The unauthorized use of, or access to, confidential data is strictly prohibited and will subject the individual to disciplinary action as specified herein.

The system access rules of conduct and user responsibility include, but are not limited to:

1. System users shall not personally benefit nor allow others to benefit by knowledge of any special information gained by virtue of their work assignments or system access privileges.

2. System users shall not exhibit nor divulge the contents of any confidential record or report to any person, except in the execution of assigned duties and responsibilities.

3. System users shall not knowingly include nor cause to be included in any record or report a false, inaccurate, or misleading entry.

4. System users shall not knowingly expunge a data entry from any record or report, except as a normal part of their duties. Due caution will be exercised in the disposal of documents and reports containing sensitive information.

5. System users shall not publish nor cause to be published any University records, reports, or other information, which contains confidential data or unauthorized distribution.

6. System users shall comply with information security procedures and rules of conduct as promulgated by the University.

7. System users shall not share passwords with anyone nor transcribe them in any manner, such as, but not limited to: written, stored, transmitted on computer systems, or imbedded within automatic login procedures.

8. No person shall aid, abet, or act in concert with another to violate any part of these rules.

In addition to the above items, the users of Ellucian applications must comply with the conditions of the license agreement the University has established with Ellucian. The agreement requires you and your organization to not sell, give away, or circulate any part or all of the Ellucian system to anyone. The Ellucian applications are the property of Ellucian and they must be treated as confidential information. Should you have any questions regarding the conditions for use of the system, please contact your campus information Security Coordinator.

Violation of these rules of conduct may subject you to loss of information access privileges, reprimand, suspension, or dismissal in such manner as is consistent with Regents’ policies and University regulations, and to prosecution under Federal and State computer and information security laws.

☐ I have READ and FULLY UNDERSTAND the Statement of User Responsibility and Rules of Conduct printed on this form and shall comply with such statement and rules.

Employee signature          Date